**CHECKLIST PARA LLENADO:**

**Indispensable** tener instalado un **certificado https** en el IIS del servidor en donde se vayan a instalar las aplicaciones, debido a que, por seguridad, sólo se utilizan conexiones seguras en las nuevas versiones de FORTIA.

Dicho certificado no puede ser **autofirmado**, sino otorgado por una unidad certificadora y debe cumplir con los siguientes...

***Requerimientos mínimos para el certificado SSL:***

* Debe proteger al menos un nombre de dominio o dirección IP. (https://dominio.miempresa.com https://190.1.1.1)
* Debe contar con cifrado tipo SHA-2 con llaves de 256 Bits
* Debe contar con llaves RSA de 2048 Bits
* Debe estar reconocido por al menos el 99% de los navegadores

Adicionalmente, es necesario nos apoyen con la siguiente información:

1. Que ambientes se van a actualizar.
2. Producción
3. Pruebas

1. Aplicación (Genkore o Prime)
2. Que versión son

1. Datos de servidor.
2. Servidor de aplicaciones
   * 1. Directorio virtual de la aplicación
     2. Directorio físico de la aplicación

1. Servidor de base de datos
   * 1. Versión de SQL
     2. Nombre de la instancia de la base de datos
     3. Nombre de la base de datos     (De Fortia y de Reporteador)
     4. Usuario y contraseña (en la medida que sea posible)
     5. Las siguientes consultas:

SELECT \* FROM dbo.SYS\_ACTUALIZA\_DATA\_BASE

SELECT \* FROM dbo.SYS\_SISTEMA

1. Servicio de Windows de Timbrado (Nombre en Services y Directorio Físico)
   1. Si cuenta con Recibos Especiales.

1. Directorio físico en donde colocar los archivos de actualización

1. Asegurarse de que la aplicación de CFDI funcione correctamente y que tengan Framework 4.7 instalado (agregar capturas de pantalla)
2. Contar con un respaldo de Aplicaciones (Ruta para verificarlo y que no esté corrupto)
3. Tener un respaldo de Base de Datos   (Ruta para verificarlo)
4. Contacto de TI por cualquier eventualidad